
・グループに社長や企業内の上司が参加（もちろん偽物）、会社や個
人の口座情報や残高を教えるように指示される
・教えた口座情報が悪用され、不正送金をされてしまう。

実際にＱＲコードを作成し、送付してしまうと…

社長や企業内の人物を騙った詐欺メールに注意！！

パスワードの使いまわしは危険です！！

静岡県警察からのお知らせ

令和８年１月１４日発行

発行 静岡県警察
サイバー対策本部サイバー企画課

ＴEL (代表）054－２７１－０１１０

静岡県警察サイバー対策本部X

＠shizuoka_cyber

・県内某企業より、「企業内の人物を騙り、『ＬＩＮＥのグループを作
成してＱＲコードを返信して下さい。』というメールが送られてき
た。」という相談がありました。
・メールの指示に従うと、詐欺被害等に遭う恐れがあります。
・このようなメールが届いた場合は、社内のセキュリティ担当者や
上司への報告、最寄りの警察署への相談をして下さい。

被害に遭わないためには・・・
・社長等から送金に関するメールを受信した際は、メール以外の方法で
内容を確認する
・送金先の変更や緊急の送金指示、SNSグループの作成指示に注意する
・メールの添付ファイルやリンク先を不用意に開かない
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